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Data privacy statement of Erich Lacher Prazisionsteile GmbH & Co. KG
Im Altgefall 22, DE-75181 Pforzheim

Status: October 2025
1. Data Protection Officer

The data protection officer within the meaning of the General Data Protection Regulation
(DSGVO) is:

Erich Lacher Prazisionsteile GmbH & Co. KG
Im Altgefall 22

D-75181 Pforzheim

Tel:  +49(0)7231- 6097-0

Fax: +49(0)7231- 6097-60

Email: info@lacher-praezision.de
https://www.lacher-praezision.de/

Registered Office

Pforzheim, Germany

Commercial Register Mannheim, HRA 501818
VAT ID No. DE 144 174 982

Represented by Erich Lacher Prazisionsteile GmbH, Im Altgefall 22, D-75181 Pforzheim,
Commercial Register Mannheim HRB 500200

represented by the Managing Partner Frank Neuner and the Managing Director Dincer Bakitane
2. Data Protection Officer

Mr. Andreas Lingenfelser, c/o LSH Rechts- und Fachanwalte PartmbB, Gewerbepark 16,
DE-75331 Engelsbrand, dsb@lacher-praezision.de

3. General Information on Data Processing
3.1 Scope of Processing Personal Data

We generally process our users' personal data only to the extent necessary for providing a functional
website and our content and services. The processing of our users' personal data regularly only occurs
with the user's consent. An exception applies in cases where obtaining prior consent is not possible for
practical reasons and the processing of the data is permitted by law.

3.2 Legal Basis for Processing Personal Data

Where we obtain the data subject's consent for processing personal data, Article 6 Abs. 1 lit. a DSGVO
serves as the legal basis for processing personal data.

When processing personal data that is necessary for the performance of a contract to which the data
subject is a party, Article 6 Abs. 1 lit. b DSGVO serves as the legal basis. This also applies to processing
operations that are necessary for carrying out pre-contractual measures.

Where processing personal data is necessary for compliance with a legal obligation to which our
company is subject, Article 6 Abs. 6 lit. c DSGVO serves as the legal basis.
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In the event that processing personal data is necessary to protect the vital interests of the data subject
or of another natural person, Article 6 Abs. 1 lit. d DSGVO serves as the legal basis.

If processing is necessary for the purposes of the legitimate interests pursued by our company or by a
third party, and the interests or fundamental rights and freedoms of the data subject do not override
those interests, then Article 6 Abs. 1 lit. f DSGVO serves as the legal basis for the processing.

3.3 Data Deletion

The personal data of the data subject will be erased or blocked as soon as the purpose of storage no
longer applies. Data may also be stored if this is provided for by European or national legislation in EU
regulations, laws, or other provisions to which the controller is subject. Data will also be blocked or
erased when a storage period prescribed by the aforementioned regulations expires, unless further
storage of the data is necessary for the conclusion or performance of a contract.

4. Provision of the Website and Creation of Log Files
4.1 Description and Scope of Data Processing

Each time our website is accessed, our system automatically collects data and information from the
computer system of the accessing device.

The following data is collected:

e Information about the browser type and version used

e The user's operating system

e The user's internet service provider

e The user's IP address

e Date and time of access

e Websites from which the user's system accessed our website
e \Websites accessed by the user's system via our website

These data are also stored in our system's log files. These data are not stored together with other
personal data of the user.

4.2 Legal basis for data processing
The legal basis for the temporary storage of data and log files is Article 6 Abs. 1 lit. f DSGVO
4.3 Purpose of Data Processing

The temporary storage of the IP address by the system is necessary to enable the delivery of the
website to the user's computer. For this purpose, the user's IP address must be stored for the duration
of the session.

Storage in log files is carried out to ensure the functionality of the website. In addition, the data helps
us to optimize the website and to ensure the security of our IT systems. The data is not used for
marketing purposes in this context.
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These purposes also constitute our legitimate interest in data processing pursuant to Article 6 Abs. 1 lit.
f DSGVO.

4.4 Data Retention Period

The data is deleted as soon as it is no longer required for the purpose for which it was collected. In the
case of data collected for the provision of the website, this is the case when the respective session
ends.

In the case of data stored in log files, this is the case after a maximum of seven days. Storage beyond
this period is possible. In this case, the users' IP addresses are deleted or anonymized so that it is no
longer possible to identify the requesting client.

4.5 Right to Object and Deletion

The collection of data for the provision of the website and the storage of data in log files is essential for
the operation of the website. Therefore, users have no right to object.

5. Use of Cookies
5.1 Description and Scope of Data Processing

Our website uses cookies. Cookies are text files that are stored in or by the internet browser on the
user's computer system. When a user visits a website, a cookie can be stored on the user's operating
system. This cookie contains a characteristic string that enables the browser to be uniquely identified
when the website is visited again.

We use cookies to make our website more user-friendly. Some elements of our website require that
the browser be identifiable even after a page change.

The following data is stored and transmitted in the cookies:

* Language settings
* Login information
* [Further specific cookie content depending on the website]

5.2 Legal Basis for Data Processing

The legal basis for processing personal data using technically necessary cookies is
Article 6 Abs. 1 lit. f DSGVO.

The legal basis for processing personal data using cookies for analytical purposes is, if the user has
given their consent, Article 6 Abs. 1 lit. a DSGVO and § 25 Abs. 1 TTDSG.
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5.3 Purpose of Data Processing

The purpose of using technically necessary cookies is to simplify website use for users. Some functions
of our website cannot be offered without the use of cookies. For these functions, it is necessary that
the browser is recognized even after a page change.

The user data collected by technically necessary cookies is not used to create user profiles.

Our legitimate interest in processing personal data pursuant to Article 6 Abs. 1 lit. f DSGVO also lies in
these purposes.

5.4 Storage Period, Right to Object and Erasure

Cookies are stored on the user's computer and transmitted from there to our website. Therefore, as a
user, you have full control over the use of cookies. By changing the settings in your internet browser,
you can deactivate or restrict the transmission of cookies. Cookies that have already been stored can
be deleted at any time. This can also be done automatically. If cookies are deactivated for our website,
it may no longer be possible to fully use all of the website's functions.

Consent to the use of cookies must be voluntary and unambiguous. Cookie banners must be designed
in such a way that they do not specifically prompt users to give their consent.

6. Contact Form and Email Contact
6.1 Description and Scope of Data Processing

Our website includes a contact form that can be used for electronic communication. If a user chooses
to use this form, the data entered in the input fields will be transmitted to us and stored. This data
includes:

* Company

* Name

* Address

* Email address

* Telephone number
* Message

* Captcha

The following data is also stored at the time the message is sent:

* The user's IP address
* Date and time of registration

Your consent for the processing of this data is obtained during the submission process, and you are
referred to this privacy policy.

Alternatively, you can contact us via the provided email address. In this case, the user's personal data
transmitted with the email will be stored.

In this context, the data will not be shared with third parties. The data will be used exclusively for
processing the communication.
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6.2 Legal Basis for Data Processing
The legal basis for processing data is Article 6 Abs. 1 lit. a DSGVO if the users have given their consent.

The legal basis for processing data transmitted when sending an email is
Article 6 Abs. 1 lit. f DSGVO. If the email contact aims at concluding a contract, the additional legal basis
for processing is Article 6 Abs. 1 lit. b DSGVO.

6.3 Purpose of Data Processing

We process the personal data from the input form solely for the purpose of handling your contact
request. In the case of contact via email, this also constitutes the necessary legitimate interest in
processing the data.

The other personal data processed during the sending process serves to prevent misuse of the contact
form and to ensure the security of our information technology systems.

6.4 Data Retention Period

The data will be deleted as soon as it is no longer required for the purpose for which it was collected.
For personal data from the contact form and those transmitted by email, this is the case when the
respective conversation with the user has ended. A conversation is considered ended when it is clear
from the circumstances that the matter in question has been resolved.

The additional personal data collected during the submission process will be deleted no later than
seven days after collection.

6.5 Right to Object and Deletion

The user has the right to withdraw their consent to the processing of their personal data at any time. If
the user contacts us by email, they can object to the storage of their personal data at any time. In such
a case, the conversation cannot be continued.

To withdraw your consent, please contact: dsb@Ilacher-praezision.de

All personal data stored in connection with the contact will be deleted in this case.
7. Web Analytics using Google Analytics

7.1 Scope of Personal Data Processing

We use Google Analytics, a web analytics service provided by Google LLC, 1600 Amphitheater Parkway,
Mountain View, CA 94043, USA ("Google"), on our website. Google Analytics uses "cookies," which are
text files placed on your computer, to help the website analyze how users use the site.

The information generated by the cookie about your use of the website will generally be transmitted to
and stored by Google on servers in the United States. However, if IP anonymization is activated on this
website, your IP address will be shortened by Google beforehand within member states of the
European Union or in other contracting states to the Agreement on the European Economic Area. Only
in exceptional cases will the full IP address be transmitted to a Google server in the USA and shortened
there.
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7.2 Legal basis for the processing of personal data

The legal basis for the processing of users' personal data is Article 6 Abs. 1 lit. a DSGVO and
§ 25 Abs. 1 TTDSG.

7.3 Purpose of Data Processing

On behalf of the operator of this website, Google will use this information to evaluate your use of the
website, to compile reports on website activity, and to provide other services relating to website
activity and internet usage to the website operator.

The IP address transmitted by your browser as part of Google Analytics will not be merged with other
Google data.

7.4 Storage Period, Right to Object and Deletion

You can prevent the storage of cookies by adjusting your browser settings; however, please note that in
this case, you may not be able to fully utilize all the functions of this website.

Furthermore, you can prevent Google from collecting and processing data generated by the cookie and
related to your use of the website (including your IP address) by downloading and installing the
browser plugin available at the following link: tools.google.com .

As an alternative to the browser plugin, you can click this link to prevent Google Analytics from
collecting data on this website in the future. An opt-out cookie will be placed on your device. If you
delete your cookies, you will be asked for your consent again.

8. Use of Cookiebot

We use the consent management service Cookiebot, provided by Usercentrics A/S, Havnegade 39,
1058 Copenhagen, Denmark (Usercentrics). This allows us to obtain and manage the consent of
website users for data processing. The processing is necessary for compliance with a legal obligation
(Article 7 Abs. 1 DSGVO) to which we are subject (Article 6 Abs. 1 lit. c DSGVO). The following data is
processed using cookies:

Your IP address (the last three digits are set to '0'). Date and time of consent. Browser information. URL
from which the consent was sent. An anonymous, random, and encrypted key. Your consent status as
the end user, as proof of consent.

The key and consent status are stored in the browser for 12 months using the "Cookie Consent" cookie.
This ensures that your cookie preference is retained for subsequent page requests. The key allows your
consent to be verified and tracked.

If you activate the "Bulk Consent" service feature to grant consent for multiple websites with a single
end-user consent, the service will also store a separate, random, unique ID associated with your
consent. If all of the following criteria are met, this key will be stored in encrypted form in the third-
party "Cookie Consent Bulk Ticket" cookie in your browser: You activate the bulk consent feature in the
service configuration. You allow third-party cookies via your browser settings.
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You have disabled "Do Not Track" via your browser settings. You accept all or at least certain types of
cookies when you grant consent.

The website's functionality cannot be guaranteed without this processing.
Usercentrics is the recipient of your personal data and acts as a data processor for us.

The processing takes place within the European Union. Further information on your rights to object to
and have your data erased by Usercentrics can be found at:
https://www.cookiebot.com/de/privacy-policy/

Your personal data will be deleted continuously after 12 months or immediately after the termination
of the contract between us and Usercentrics.

Please refer to our general information on deleting and disabling cookies within this privacy policy.
9. Integration of Vimeo Videos

We use videos from the provider Vimeo on our website. The provider is Vimeo Inc., 555 West 18th
Street, New York, NY 10011, USA.

We have integrated Vimeo videos using the "Do Not Track" function (dnt=1). This setting prevents
Vimeo from setting personal tracking cookies or evaluating user behavior for analysis and advertising
purposes.

However, a connection to the Vimeo servers is established as soon as the preview image loads. Vimeo
can then collect technical information such as the IP address, device information, and the URL of the
visited page. If the user is logged into Vimeo, Vimeo can also recognize that a video on our website has
been accessed.

The use of Vimeo only occurs with the user's consent (Article 6 Abs. 1 lit. a DSGVO, § 25 Abs. 1 TDDDG).
You can withdraw your consent at any time via our consent management tool.

Vimeo may transfer personal data to the USA. Vimeo Inc. is certified under the EU-U.S. Data Privacy
Framework (DPF), which ensures an adequate level of data protection for data transfers. Further
information about the certification can be found here: Vimeo DPF Certification

Vimeo's privacy policy can be found at: https://vimeo.com/privacy

10. Use of Content Delivery Networks

We use a Content Delivery Network (CDN) on our website. A CDN helps us load our website quickly and
smoothly, regardless of your location. In this process, your personal data is stored, managed, and
processed on the servers of the CDN provider. Below, we provide a more general overview of the
service and its data processing. Detailed information about how your data is handled can be found in
the provider's privacy policy.

Every Content Delivery Network (CDN) is a network of regionally distributed servers, all connected via
the internet. This network allows website content (especially very large files) to be delivered quickly
and smoothly, even during peak loads. The CDN creates a copy of our website on its servers. Because
these servers are distributed globally, the website can be delivered quickly. Consequently, the data
transfer to your browser is significantly reduced by the CDN.
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A fast-loading website is part of our service. We understand how frustrating it is when a website loads
at a snail's pace. Often, people lose patience and leave before the website has even finished loading.
Naturally, we want to avoid that. Therefore, a fast-loading website is an integral part of our website
offering. Using a Content Delivery Network (CDN) significantly speeds up the loading of our website in
your browser. The use of a CDN is particularly helpful if you are abroad, as the website is delivered from
a server closer to you.

When you request a website or its content, and this content is cached in a CDN, the CDN forwards the
request to the server nearest you, which then delivers the content. Content Delivery Networks are
designed to allow the downloading of JavaScript libraries, which are hosted on npm and GitHub
servers. Alternatively, most CDNs can also load WordPress plugins if they are hosted on their own
servers. Your browser may send personal data to the Content Delivery Network we use. This includes
data such as your IP address, browser type, browser version, the specific web page being loaded, and
the date and time of your visit. This data is collected and stored by the CDN. Whether cookies are used
for data storage depends on the network used. Please refer to the privacy policy of the respective
service for details.

If you wish to completely prevent this data transfer, you can install a JavaScript blocker (see, for
example, [link to JavaScript blocker]) on your computer. Of course, our website will then no longer be
able to offer the usual level of service (such as fast loading speeds).

If you have consented to the use of a Content Delivery Network, the legal basis for the corresponding
data processing is this consent. According to Article 6 Abs. 1 lit. a DSGVO (Consent), this consent
constitutes the legal basis for the processing of personal data, such as that which may occur when
collected by a Content Delivery Network.

We also have a legitimate interest in using a Content Delivery Network to optimize and enhance the
security of our online service. The corresponding legal basis for this is Article 6 Abs. 1 lit. f DSGVO
(Legitimate Interests). However, we only use the tool if you have given your consent.

11. Rights of the Data Subject

If your personal data is processed, you are a data subject within the meaning of the DSGVO and have
the following rights against the controller:
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11.1 Right of Access

You can request confirmation from the controller as to whether personal data concerning you is being
processed by us.

If such processing is taking place, you can request the following information from the controller:

* the purposes for which the personal data is processed;

* the categories of personal data being processed;

* the recipients or categories of recipients to whom the personal data concerning you has been
or will be disclosed;

* the planned duration for which the personal data concerning you will be stored, or, if specific
information on this is not possible, the criteria used to determine that storage period;

* the existence of a right to rectification or erasure of personal data concerning you, a right to
restriction of processing by the controller, or a right to object to such processing;

* the existence of a right to lodge a complaint with a supervisory authority;

» all available information about the source of the data if the personal data are not collected from
the data subject;

* the existence of automated decision-making, including profiling, pursuant to Article 22 Abs. 1
and 4 DSGVO and — at least in those cases — meaningful information about the logic involved, as
well as the significance and the envisaged consequences of such processing for the data
subject.

You have the right to request information as to whether the personal data concerning you are
transferred to a third country or to an international organization. In this context, you may request to be
informed of the appropriate safeguards pursuant to Article 46 DSGVO relating to the transfer.

11.2 Right to rectification

You have the right to rectification and/or completion vis-a-vis the controller if the processed personal
data concerning you are inaccurate or incomplete. The controller must carry out the rectification
without undue delay.

11.3 Right to Restriction of Processing
Under the following conditions, you may request the restriction of processing of your personal data:

* if you contest the accuracy of your personal data for a period enabling the controller to verify its
accuracy;

* the processing is unlawful and you oppose the erasure of the personal data and request the
restriction of its use instead;

* the controller no longer needs the personal data for the purposes of the processing, but you
require it for the establishment, exercise, or defense of legal claims; or

* if you have objected to processing pursuant to Article 21 Abs. 1 DSGVO pending the verification
of whether the legitimate grounds of the controller override your grounds.
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If the processing of your personal data has been restricted, this data may — apart from being stored —
only be processed with your consent or for the establishment, exercise, or defense of legal claims, or
for the protection of the rights of another natural or legal person, or for reasons of important public
interest of the Union or of a Member State.

If the restriction of processing has been imposed under the aforementioned conditions, you will be
informed by the controller before the restriction is lifted.

11.4 Right to Deletion
a) Obligation to Deletion

You have the right to request that the controller delets your personal data without undue delay, and
the controller is obligated to erase such data without undue delay where one of the following grounds
applies:

* The personal data are no longer necessary in relation to the purposes for which they were
collected or otherwise processed.

*  You withdraw your consent on which the processing is based according to point (a) of Article 6
Abs. 1 lit. a Article 9 Abs. 2 lit. DSGVO, and there is no other legal ground for the processing.

*  You object to the processing pursuant to Article 21 Abs. 1 DSGVO and there are no overriding
legitimate grounds for the processing, or you object to the processing pursuant to Article 21
Abs. 2 DSGVO.

* The personal data have been unlawfully processed.

* The deletion of your personal data is necessary for compliance with a legal obligation under
Union or Member State law to which the controller is subject.

* Your personal data was collected in relation to information society services offered pursuant to
Article 8 Abs, 1 DSGVO.

b) Information to Third Parties

Where the controller has made your personal data public and is obliged pursuant to

Article 17 Abs. 1 DSGVO to erase it, the controller, taking account of available technology and the cost
of implementation, shall take reasonable steps, including technical measures, to inform controllers
which are processing the personal data that you, as the data subject, have requested the erasure by
such controllers of any links to, or copies or replications of, those personal data.

c) Exceptions
The right to erasure does not apply to the extent that processing is necessary:

» for exercising the right of freedom of expression and information;

* for compliance with a legal obligation to which the controller is subject under Union or Member
State law, or for the performance of a task carried out in the public interest or in the exercise of
official authority vested in the controller;
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* forreasons of public interest in the area of public health in accordance with Article 9 Abs. 2 lit.
h and | and Article 9 abs. 3 DSGVO;

» for archiving purposes in the public interest, scientific or historical research purposes, or
statistical purposes in accordance with Article 89 Abs. 1 DSGVO, insofar as the right referred to
in point (a) is likely to render impossible or seriously impair the achievement of the objectives
of that processing;

» for the establishment, exercise, or defense of legal claims.

11.5 Right to Information

If you have asserted your right to rectification, erasure, or restriction of processing against the
controller, the controller is obligated to inform all recipients to whom your personal data has been
disclosed of this rectification, erasure, or restriction of processing, unless this proves impossible or
involves disproportionate effort.

You have the right to be informed by the controller about these recipients.
11.6 Right to Data Portability

You have the right to receive the personal data concerning you, which you have provided to the
controller, in a structured, commonly used and machine-readable format. You also have the right to
transmit this data to another controller without hindrance from the controller to whom the personal
data was provided, where:

* the processing is based on consent pursuant to Article 6 Abs. 1 lit. a DSGVO or Article 9 Abs. 2
lit. a DSGVO or on a contract pursuant to Article 6 Abs. 1 lit. b DSGVO and
* the processing is carried out by automated means.

In exercising this right, you also have the right to have the personal data concerning you transmitted
directly from one controller to another, where technically feasible. The rights and freedoms of other
persons must not be adversely affected by this.

The right to data portability does not apply to the processing of personal data necessary for the
performance of a task carried out in the public interest or in the exercise of official authority vested in
the controller.

11.7 Right to Object

You have the right to object, on grounds relating to your particular situation, at any time to processing
of personal data concerning you which is based on Article 6 Abs. 1 lit. e or f DSGVO, including profiling
based on those provisions.

The controller will no longer process the personal data concerning you unless the controller
demonstrates compelling legitimate grounds for the processing which override your interests, rights
and freedoms, or the processing serves the purpose of establishing, exercising or defending legal
claims.

Where personal data concerning you are processed for direct marketing purposes, you have the right
to object at any time to processing of personal data concerning you for such marketing, which includes
profiling to the extent that it is related to such direct marketing.
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If you object to processing for direct marketing purposes, the personal data concerning you will no
longer be processed for such purposes.

You have the option, in connection with the use of information society services — notwithstanding
Directive 2002/58/EC — to exercise your right to object by means of automated procedures using
technical specifications.

11.8 Right to withdraw your consent to data processing

You have the right to withdraw your consent to data processing at any time. The withdrawal of consent
does not affect the lawfulness of processing based on consent before its withdrawal.

11.9 Automated Individual Decision-Making, Including Profiling

You have the right not to be subject to a decision based solely on automated processing, including
profiling, which produces legal effects concerning you or similarly significantly affects you. This does
not apply if the decision:

* is necessary for entering into, or performing, a contract between you and the controller,

* s authorized by Union or Member State law to which the controller is subject and which also
lays down suitable measures to safeguard your rights and freedoms and legitimate interests, or

* is based on your explicit consent.

However, these decisions may not be based on special categories of personal data as defined in Article
9 Abs. 1 DSGVO, unless Article 9 Abs. 2 lit. a or g DSGVO applies and suitable measures to safeguard
your rights and freedoms and legitimate interests are in place.

With regard to the cases referred to in (1) and (3), the controller shall implement suitable measures to
safeguard the rights and freedoms and legitimate interests of the data subject, at least the right to
obtain human intervention on the part of the controller, to express his or her point of view and to
contest the decision.

11.10 Right to lodge a complaint with a supervisory authority

Without prejudice to any other administrative or judicial remedy, you have the right to lodge a
complaint with a supervisory authority, in particular in the Member State of your habitual residence,
your place of work, or the place of the alleged infringement, if you consider that the processing of
personal data relating to you infringes the DSGVO.

The supervisory authority with which the complaint has been lodged shall inform the complainant of
the progress and the outcome of the complaint, including the possibility of a judicial remedy pursuant
to Article 78 DSGVO.
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12. Data Protection in Applications and the Application Process
12.1 Description and Scope of Data Processing

We offer you the opportunity to apply to us via our website. For these online applications, your
applicant and application data will be collected and processed electronically by us for the purpose of
handling the application process.

The following data is collected as part of the application process:

* Personal information (name, address, telephone number, email address)
* Application documents (cover letter, CV, certificates, references)
* Other information that you provide to us as part of your application

12.2 Legal Basis for Data Processing

The legal basis for processing your application data is Article 6 Abs. 1 lit. b DSGVO and § 26 BDSG.
According to this, the processing of personal data for employment-related purposes is permissible if it
is necessary for the decision on establishing an employment relationship.

12.3 Purpose of Data Processing
We process the personal data you provide exclusively for the purpose of processing your application.
12.4 Data Retention Period

Your application data will be stored with us for the duration of the application process. If your
application is successful, the data will be processed further for the duration of your employment.

If your application is unsuccessful, your application data will be deleted no later than six months after
you are notified of the rejection. Longer storage is possible if you have given us your explicit consent or
if legal regulations prevent deletion.

12.5 Right to Object and Deletion

You have the right to withdraw your consent to the processing of your personal data at any time. If you
contact us by email, you can object to the storage of your personal data at any time. In such a case, the
application process cannot be continued.

All personal data stored during the application process will be deleted in this case.
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13. Data Protection in Social Networks
13.1 Social Media Plugins

Our website uses social media plugins from social networks [Facebook, Twitter, Instagram, LinkedIn,
etc.]. The plugins are recognizable by the respective logos of the social networks.

When you visit a page on our website that contains such a plugin, your browser establishes a direct
connection to the servers of the respective social network. The content of the plugin is transmitted
directly from the social network to your browser and integrated into the website.

By integrating the plugins, the social networks receive the information that you have accessed the
corresponding page of our website. If you are logged into the respective social network, the network
can associate your visit with your user account. If you interact with the plugins, for example, by clicking
the "Like" button or leaving a comment, the corresponding information is transmitted directly from
your browser to the social network and stored there.

13.2 Legal basis
The legal basis for the use of social media plugins is Art. 6 Abs. 1 lit. a DSGVO (consent).
13.3 Purpose and Scope of Data Processing

For the purpose and scope of data collection and the further processing and use of data by social
networks, as well as your related rights and privacy settings, please refer to the privacy policies of the
respective social networks.

13.4 Right to Object

If you do not want social networks to collect data about you via our website, you must log out of the
relevant social networks before visiting our website.

14. SSL/TLS Encryption

This site uses SSL/TLS encryption for security reasons and to protect the transmission of confidential
content, such as orders or inquiries that you send to us as the site operator. You can recognize an
encrypted connection by the fact that the browser's address bar changes from "http://" to "https://"
and by the lock symbol in your browser's address bar.

When SSL/TLS encryption is activated, the data you transmit to us cannot be read by third parties.
15. Changes to our Privacy Policy

We reserve the right to amend this Privacy Policy to ensure it always complies with current legal
requirements or to reflect changes to our services, such as the introduction of new services. The new
Privacy Policy will then apply to your next visit.
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16. Questions about Data Protection

If you have any questions about data protection, please send us an email or contact the person
responsible for data protection in our organization directly:

Mr. Andreas Lingenfelser, c/o LSH Rechts- und Fachanwalte PartmbB, Gewerbepark 16, DE-75331
Engelsbrand, dsb@lacher-praezision.de
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